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EPIF RESPONSE 

EPIF represents a very wide range of business models and therefore is not in a position to answer all the questions. 

However, we would like to share with you key observations shared by all members. Some of our members will also 

respond to the consultation directly.  

EPIF is fully supportive of having Pan-European e-identification mechanisms that are secure, reliable, user-friendly 

and interoperable and welcome the work of the FATF on this area.  

Recent developments have arguably seen the balance between user convenience and security disproportionately 

shift towards cumbersome security checks. It is important that the EU sets the right regulatory framework to make 

sure that the Single Market is fit for the digital age and fosters the development of digital players. 

We are moving into a digital world where digital identity is becoming an essential requirement. Digital identity (ID) 

technologies are evolving rapidly, giving rise to a variety of digital ID systems. It is key that these systems are 

interoperable across Members States to make sure that we allow innovation and digital payments to grow in a 

secure manner.  

EPIF does not see additional risks associated with the use of electronic identity. On the contrary, we believe this 

brings many opportunities. It will enable the raise of new services, improve security against fraud, allow connectivity 

among digital services and contribute to the economy as a whole. 

A Digital ID and strong authentication can provide security of data and more explicitly assign ownership of the data 

to consumers. It would also promote the development of open finance and cut the costs of KYC by simplifying 

processes and reducing duplication. 

The developments surrounding digital identity verification are one of the most promising uses of RegTech in recent 

years. Online verification procedures and KYC are far more convenient for users than traditional methods; without 

compromising security.  

The lack of a harmonized, EU-wide, secure and reliable, digital identity framework also poses a significant barrier 

to the development of FinTech solutions, particularly those solutions which can be used across national borders. 

A harmonised EU wide online (i.e. non-face-to -face) KYC framework would facilitate the introduction of a truly 

cross-border financial services market, and markedly reduce the cost of compliance for digital businesses. 

Comprehensive Digital KYC program should include a number of controls applied at transaction level and consider 

the metadata gathered from the customers with every online interaction. Machine learning models that become 

more accurate as customers keep transacting will achieve a higher degree of reliability than a mere ID verification 

check conducted at the outset of the business relationship. By using multiple data points (consumer, device, 
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geography, transaction, payment instrument) and moving towards a more “progressive/ongoing KYC” approach 

rather than an only ID check at onboarding, CDD would be significantly more effective and accurate. 

This would significantly reduce the compliance costs for payment institutions involved in electronic payments, 

including one-off payments. It is crucial to ensure technological neutrality due to speed of technology progress and 

fintech developments. It would reduce the inherent bias towards account-based payments. It would help reduce 

fraud and increase the commercial incentives for industry to develop and invest in more efficient technologies to 

deal with e-ID. All this would facilitate cross-border trade and the Single Market. 

Regarding the list of attributes, we believe that technology should be able to be replicated from country to country 

and it should be scalable. We also support the idea of unique identifier that would be attached to the identified 

persons across border. This would facilitate the KYC process. We are also in favour of replication of Nordics 

countries model where the Banks allow third party to access their data in order to simplify the KYC process. We 

would also like to bring the FATF attention to the fact that physical verification’s option should be maintained to 

allow certain types of clients to access financial services, i.e. migrants, unbanked population. 

With regard to the recognition of behavioural analysis as a (component of) Digital ID, we would like to point out that, 

to a large extent, most firms have already taken a multi-factored approach to identification, authentication and 

verification of customers in non face-to-face transactions within their own ecosystems.  Companies are employing 

elements of behavioural analysis to augment their understanding of the customer’s identity, such as expected log-

in channels, geolocation, frequency of usage, type of usage, IP addresses and biometric markers.  After all, Digital 

Identity, at its very core, is not about what the customer knows or is willing to share, but rather, what the customer 

“is” in the absence of physical evidence.   

EPIF would like to point out to the efficiency of Digital ID across all AML/CFT measures. Reliance on Digital ID 

systems is in effect, reliance on a multi-factored approach to identification, authentication and verification of 

customers in non face-to-face transactions.  As such then, the records obtained for Digital ID verification may 

overlap with the types of records relied up for ongoing due diligence and transaction monitoring today. The data 

can be useful across a range of AML/CFT measures and not be considered in silos. 

Finally, EPIF believes that a risk based approach is the most efficient method to manage AML/CFT. The level of 

CDD required should be linked to the functionality requested by the customer. A Digital ID with high assurance 

would permit access to a full suite of products, while Digital ID with lower assurance could be used for less 

comprehensive range of services.   
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ABOUT EPIF (EUROPEAN PAYMENT INSTITUTIONS FEDERATION) 

EPIF, founded in 2011, represents the interests of the non-bank payment sector at the European level. We currently 

have over 150 authorised payment institutions and other non-bank payment providers as our members offering 

services in every part of Europe. EPIF thus represents roughly one third of all authorized payment institutions in 

Europe. Our diverse membership includes a broad range of business models, including:   

 

• Three-party Card Network Schemes 

• E-Money Providers 

• E-Payment Service Providers and Gateways  

• Money Transfer Operators  

• Acquirers 

• Digital Wallets  

• FX Payment Providers and Operators  

• Payment Processing Services 

• Card Issuers  

• Independent Card Processors  

• Third Party Providers  

• Payment Collectors 

 

 

EPIF seeks to represent the voice of the PI industry and the non-bank payment sector with EU institutions, policy-

makers and stakeholders. We aim to play a constructive role in shaping and developing market conditions for 

payments in a modern and constantly evolving environment. It is our desire to promote a single EU payments market 

via the removal of excessive regulatory obstacles.  

 

We wish to be seen as a provider for efficient payments in that single market and it is our aim to increase payment 

product diversification and innovation tailored to the needs of payment users (e.g. via mobile and internet). 

 


